Privacy Statements - Data Protection Notices

Personal data is stored and managed by the Municipality of Miskolc with County Rights in accordance with data protection legislation. By using the website, the visitor of the website accepts and agrees to be bound and abide by the terms of this Privacy Statements - Data Protection Notices.


Scope of data collected

User personal data is not generated only in the context of a visit to the website. An information file, called a "cookie", may be stored on the user's backup storage through the user's browser, which provides a unique identifier for the user on the next visit and allows to track his/her browsing of the website. This information file can be removed by the user at any time using his browser. For more information on cookies, their use and removal, please refer to our website's cookie policy.


Data Controller

The Municipality of Miskolc with County Rights is entitled to manage, store and process the data.

• Name: Municipality of Miskolc with County Rights
• Address: 8 Városház Square, Miskolc 3525
• Contact person: Dr Szabolcs Nevelős
• Contact person's position: Head of the Mayor’s Office
• E-mail address: jegyzo@miskolc.hu and/or gdpr@miskolc.hu

The Municipality of the City of Miskolc with County Rights is not liable for any typos, errors or omissions in the content of the website, and excludes the possibility of asserting any claims for damages or warranty arising from the provision of this incorrect information.

Data Protection Officer (DPO) of the Municipality of the City of Miskolc with County Rights

• Name: dr. Eszter Csillag 
• Postal address: 8 Városház Square, Miskolc 3525
• Email address: gdpr@miskolc.hu


Cookie Policy

You do not need to provide any personal data to view the information published on the www.miskolc.hu website, which is accessible to everyone.

By visiting the www.miskolc.hu website, if this is allowed by the browser settings used by you (the visitor) and you expressly approve it when you first visit the site - or at any time thereafter - the website may automatically save information on your computer or the device used for browsing (tablet, smartphone, etc.), and may place so-called computer cookies or other similar programs on it.

The Municipality uses two types of cookies in the operation of the website.

On the one hand, essential cookies, which are essential for the operation of the website. These cookies are automatic and cannot be turned off. Essential cookies automatically record the following information about the visitors to the website: browser type, time of visit, address of the page visited, characteristics of the operating system of the browsing device (for example, type, language set), address of the previously visited page. This data is used by the Municipality exclusively for the analysis of the website and to monitor the secure operation of the website. Purpose of data processing: during a visit to the website, the Municipality collects visitor data in order to monitor the secure operation of the website and to analyse the website. Legal basis for data processing is the data subject’s consent.

On the other hand, analytics cookies, which are Google Analytics cookies and affect the functioning of the tracking code. To accept these, the user must give their explicit consent, i.e. tick the option. Only then will the cookies be activated. Legal basis for data processing: the data subject’s consent.

The website allows the visitor to change previous cookie settings at any time during use.

COOKIES

A cookie is a file that is placed on your computer or other browsing device when you visit a website. Cookies store information about the use of a website. Cookies have a number of features, including collecting information, remembering user preferences, allowing the website owner to gain insight into user habits, and enhancing the user experience. The purpose of data processing in Cookies is to enhance the user experience and improve the online services of the website. Cookies used on the website do not store personally identifiable information. You have the option to refuse the storage of Cookies in your browser.

What Cookies do we use?
Some cookies are essential for the site to function, while others are used to improve performance and user experience.

Essential Cookies
Some of the Cookies we use are essential to enable you to navigate between pages and view certain protected content.

Session Cookies
Session Cookies are temporary Cookies that only record your activity while you are on the website and expire when you exit the web browser.

Persistent Cookies
Persistent Cookies are used to remember your preferences within the website and remain on your desktop or mobile device even after you close your browser or restart your computer. We use these Cookies to analyse user activity to create visit patterns to improve the functionality of our website for you and others who visit our websites. These Cookies also allow us to display targeted advertisements to you and measure the efficiency of our website features and advertisements.
Statistical Cookies
Our staff and service providers also use analytics tools to assess the popularity of the site’s content, what our visitors are interested in, and how we can improve the site’s functionality. By using statistical Cookies, we examine how many individual users visit the site and how frequently.
We use this data for statistical purposes only and do not identify visitors by name.

Third-Party Cookies
We use the following third-party Cookies:

(a táblázat fejléce)
Table items
COOKIE NAME
EXPIRATION (IN DAYS)
DESCRIPTION

(a táblázat 3. oszlopának elemei)
A cookie that stores the acceptance of cookies by the site and is set when the user accepts the use of cookies. 

It stores categories that the user has accepted, such as analytics or basic cookies.

A cookie that stores the version of the cookie acceptance, which helps the website keep track of the versions used.

A session cookie that identifies a specific user session.

A cookie used by YouTube to improve user experience.

A privacy metadata cookie used by YouTube to manage user data.

YouTube session ID cookie that tracks video viewing activities.

The token used by YouTube to manage the system's installation and update status.

The main identification cookie in Google Analytics that helps to distinguish users.

Generates a specific identifier that Google Analytics uses to distinguish daily visitors.

Request throttling cookie that limits the number of data sent to Google Analytics.

Most browsers allow you to see what cookies are active on your computer, delete them individually, or disable cookies for a specific page or all websites. Please note that if you delete all cookies, the settings you have previously made on the website will be lost, including the settings you have previously made to not allow cookies, as this also requires the use of a cookie. For more information on how to disable cookies by changing your browser settings, please visit http://www.aboutcookies.org/ and http://www.cookiecentral.com/faq/.

With the exception of essential cookies, you can refuse or disable all or specific cookies downloaded by visiting this website.

You can change your settings for the website of the Municipality or any third-party website by changing your browser settings. Please note that most browsers automatically accept cookies. Therefore, if you do not want to allow the use of cookies, you must disable their use in the pop-up window by clicking on the "do not allow" button. If you refuse the use of cookies, you will still be able to visit our websites, but some of the functions will not work properly. If you want to view the contents of a cookie, click on the cookie itself and it will open. You will see a short line of text and numbers.
We may modify or supplement this Cookie Policy at any time at our sole discretion. We will update the "Last Updated" date at the top of the page at the same time as we change this policy.
The modified Cookie Policy will apply to you and your data from that date. Please check this Cookie Policy regularly to see if there have been any changes, so that you can stay informed about how we protect your privacy.

The operation and significance of cookies are detailed below:

XSRF-TOKEN:

Description:
“This cookie is a security cookie, the purpose of which is to prevent attacks called cross-site request forgery. This is an attack where someone sends, for example, a POST request to the site from a foreign site, or perhaps through some program, and does not have this token, then the system will reject the request because it considers it an untrusted source. This can eliminate a significant number of attacks.”

If you do not request a cookie:

“In this case, your requests will be discarded by the system. For example, if you want to fill in a contact form but have not allowed the cookies, the system will terminate the connection by referring to an insecure source and you will not be able to use the services properly."

Encryption:

"The cookie is hashed by the server before each request, so it is practically impossible to forge and no information about the system user can be obtained from it, as it is not stored on the server side".

Cookies refer to the following data:

Description:

The following data is never stored on the user's computer. What is stored on the user's computer is only a hashed "token" of the cookie that tells the server-side which data to access, but it is definitely this token that identifies the following data on the server side:

• Session history: previous page
• A token generated from the properties of the user's computer. This is not suitable for identification, because we do not store this information, we only hash it in one direction. Every request is hashed no matter from which computer it comes, but if a request hash matches the hash of another previous request, then we know that it is the same session. This allows us to track the sessions. (Several users can log in from one machine in succession, in which case the session is the same, but the user is different, so the session is not suitable for identification.)
• Referrer: that is, where you came to the site from.
• The data collected by cookies is processed by the operator.



